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1. (1) the newer wifi standards being able to squeeze more information into a given chunk of radio spectrum than the older ones, as well as less crowding of the available channels.

In 5GHz wifi, there are more channels available, none of them overlap with each other at all, and each channel has more bandwidth available to it than any of the 2.4ghz channels, which inherently allows more information to be carried.

(2) The Internet connection speed is limited by your plan with your service provider. But 5ghz wifi should be faster in "local" network.

1. (1) WPA2-Enterprise

(2)

WPA Personal- Authentication method is PSK, Encrytion Method is TKIP only, Cipher method is RC4 only.

WPA Enterprise - Authentication method is 801.2 X/EAP with TKIP and RC4 only.

WPA2 Personal 802.11i is PSK with CCMP as default and TKIP as optional, while the Cipher is AES as default and RC4 as optional.

WPA2 Enterprise is 801.1 X/EAP with CCMP as default and TKIP as optional, while the Cipher is AES as default and RC4 as optional.

(3) wpa2 compare with wep

．Provides stronger data protection and network access control

．Uses better encryption – AES

．It can use TKIP for interoperability with WPA

．Impossible to crack without access to the network

．Older equipment does not support it

The only disadvantage of WPA2 (when comparing to others) is in the amount of processing power that it needs in order to protect your network.